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1. Introduction

This manual is to introduce the functions of finger print machine ON-FP8032. After reading this manual, you know
how to use and manipulate this finger print machine. This manual has detail explanation of each function with the

corresponding graphic for easy understanding.

2. Communication with computer
There are 4 types of communication. They are RS485, TCP/IP, USB Cable and USB flash disk.

1 &

RJ45 TCP/IP, RS485 :l

USB flash disk J

The bottom part of the fingerprint machine locates the power socket and the communication sockets.




3. Power Management

When you plug in the power adaptor and press the in/out button, the machine will be switched on.

If you have on the auto shut down, the machine will be shut down automatically after the predefined idle time in
minutes.

For manual shut down of the machine, just press and hold the in/out button for more than 4 seconds.

We can also switch on or off the machine through a computer.

4. User Management

The operator of the machine can be divided into 2 types. One 1s administrator and the other is user. User can only do
verification in the machine while administrator can operate the menu of the machine. It 1s the role of administrator to

enroll or delete fingerprint, password or proximity card for user.

5. User Enrollment

The enrollment of fingerprint machine has 3 types. They are finger print, password and proximity card (optional).
Each user can enroll maximum of 3 finger prints, 1 password and 1 proxmity card (optional). Password has maximum

of 4 dights, ranging from 1 to 9999.

6. User Identifier and Password

Each user or administrator must have a unique user identifier. It 1s ranged from 1 to 99999999, 8 digits. This user

identifier 1s to match with the user identifier in the attendance software.

7. Machine Working Status

The machine has 3 types of status. They are attendance status, operation status and attendance prohibit status.

In attendance status, you can press your finger in the fingerprint sensor or input user identifier and password or swipe



your proximity card to cause the machine to start verification. If passed, the display will show the corresponding user.

Thank you

1D : 00000001

Name : LIN BEE HAH

Time : 11:07:46

Also, the punching record will be saved into the machine flash. Besides, a door lock signal will be released for

opening door.

In operation mode, we can add or modify or delete enrollment, setting of the machine and inquiry of transactions.
When the machine has at least one administrator, the access of the menu system needs administrator verification. On
the contrary, if there 18 no administrator, everyone can access the menu of the machine.

In attendance prohibit mode, user cannot do verification nor any operations. It is caused by the communication of it

by the computer software.

8. Attendance Record

The machine stores different data in the machihey®re glog, slog and enroll information. GLoghis in out
transaction. Slog is the log of the change of isgttif the machine. Enrollment information is theoiment of
each user. It keeps the user identifier and vetific information such as fingerprint, card andspasd. As
those records are stored in the flash memory, aperdf power supply will not cause the loss of dBta, user
IS encouraged to download the machine data at teast per month in order to have a backup in caempu

software.



Content of Slog and GLog

Record Type Operation Record Fields

Enroll user Date, Time, Terminal, Operator User ID, Enrolled User ID

Date, Time, Terminal, Operator User ID, Deleted User 1D
Delete user

Management
Record Delete all records Date, Time, Terminal, Operator User ID
Advance Management Date, Time, Terminal, Operator User ID
Time Setting Date, Time, Terminal, Operator User ID
Inquiry of Record Date, Time, Terminal, Operator User ID
Attendance . . . -

User Verification Date, Time, Terminal, Verified User ID

Record

9. Advanced Management

Advanced management allows you to change the advanced setting of the machine.

9.1 Terminal Setting

Terminal setting allows you to change the deviceloer of the machine. The default device number. i 1
you have more than one machine in a network, eacttel needs a unique device number. The rangevifale
number is from 1 to 255. When you communicate #head by computer software, the software devicebam
must be the same as the hardware machine.

9.2 Manager Count
This is to set the number of manager allowed for enrollment. The default is 5.

9.3 Language
This item 1s for setting the displayed language for the machine. The default options are English, Traditional Chinese
and Simplified Chinese. For displaying other nation language, we need negotiation.

9.4 Power Off
This is to set the idle time for the machine to shut down automatically. The default value is “no” . When you
change the setting, you need to input the idle time. The range 1s from 1 to 9999 minutes.

9.5 Date and Time
If you discover the date and time of the machine is not correct, you can correct it by this menu item. Or, you can
correct it through the computer attendance software.

9.6 Sound
The fingerprint machine will speak out “thank you” or “please press your finger again” for passing verification
or failure in verification correspondingly. If you do not want to hear such voice, you can off it by this menu item. If
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the sound 1s off, even the pressing of the machine keypad will not have sound. When the user pass the verification,
you can only rely on the display for the phrase “thank you” . If failure, the display will show “Access denied,
press finger again” . The default value is  “yes” with sound output.

9.7 Restore factory default
Selection of this item will cause all setting to be reset to the factory default value. Be careful in using this item.

9.8 Log Setting

9.8.1 Slog Warning

This 1s to set the remaining slog records for displaying warning. Once the remaining space is less than the warning
number, the machine will alert the user either by voice or display. The default value is 100 records. You can set 1 to
255 records. If you set it to  “no” , there will be no warning. After the slog is full, you need to delete the slog

records.

9.8.2 GLog Warning

When the remaining in out records is less thangthg warning, the machine will alert the user aithg voice or
display. If user is alerted for the case, pleasendimad the in out records as soon as possible.defeult value is
1000. You can set it from 1 to 1500 or “no”. “No’eans no warning at all.

9.8.3 Reverify Time

This 1s to prevent a user do the verification more than one time in a time period. You can input a range of 1 to 255
minutes. If you input 3 minutes, the user do the verification second time within 3 minutes will be rejected for saving
the transaction. The default value is “no”

10. Keypad

Keypad allows you to input user identifier and passl for verification or do the setting of the mawh The

key arrangement is as follows:

* ESC escape key

= MENU access the menu system

= OK confirm action (same as enter)
= A Mmove cursor up one item

=V move cursor down one item

= (09 numeric key for input number
= on/off button




11. Machine Menu

The menu structure of the fingerprint machine is grouped into different categories so that you can find your targeted

setting easily.

We have divided our menu items into 4 categoribé®yTare operation, setting, usb disk and statusradipn
category is for user management. Setting categofgrisetting different arguments for the machligB disk
is for upload or download data from or to usb fld&gk. Status category is for inquiring the mactstaus.

When you press the “menu”  button, you will be brought to the main menu of the system. It consists of 4 icons
which represent the first level menu. They are user management, device setting, usb disk and sys info. Each level of
menu has its sub-menu.

ﬂ’l [User]

A A )
& Ry W
A=)

2L

'LL] OK:Select, ESC:Bac

11.1 User Management
The first item in main menu is user management. It consists of 2 sub-items. They are  “enroll” and “delete” .

=5
“~ [Enroll]

L!J OK: Select, ESC: Bau

When you select “enroll” , an input screen will be displayed. You are required to input the user identifier. Then,
you may change the default privilege “user” to “manager” or “s.manager’ . “s.manager’ means super
manager” . To change the privilege, move the cursor into the area and press “ok” button. Then, you can use
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“up” or “down” arrow to swap between different arguments.

If you input an existing user identifier, the corresponding name will be displayed provided that it has a name.

For adding user, you need to choose the enrollment of fingerprint, card and password. The ID card is an optional function. For
fingerprint enrollment, you need to press your finger for 3 times in order to get the best template. For ID card, you need to swipe
your card for input of the card number.

Use button “A” , “V¥7” to move up or down the cursor and press button “ok”  to confirm

In user management, when you select the icon of “delete” and press  “ok” , you will see a user identifier input screen. Input

the wanted user identifier and press “ok” button to select the user for deleting.

Then, you will see another screen for choosing which shows you which verification mode to delete. You can choose delete

fingerprint, card, password or all of them.



11.2 Setting
Setting is the first level menu which allows yoicteange the arguments of the fingerprint machine.

When you select the menu item  “Setting” , you will see another sub-menu. It has 7 icons. They represent basic
setting, advanced setting, power management, communication setting, log setting, access control setting and self test.

11.2.1 Basic Setting Il

In basic setting, you can change the machine dadetime, displayed language, voice on or off, vdeeel and
whether pressing button with sound.
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“54 Basic]

.'.#. Date and Time > bt [Date and Time]

(i - | “ Time 10:08:08
= Language  EnglisHA SCfajfh/ E A s '?FJTime T Py a—
. JCoim YES/NO _%;JDate 2011

- - Date Format YYY-MM-DD
: A T YESING L"J OK: Select, ESC: Back

'[i«]' OK: Select, ESC: Back

In date and time, we can correct the machine dadetime. Besides, you can change the date anddispayed
format.

In language item, you can change the displayedukzgg between English, Traditional Chinese and el
Chinese. For other language, please negotiateyaithvendor.

For the voice, you can turn it on or off. If theia®is on, passing verification will hear “thankwowhile failure in
verification will hear “please press finger again”.

For the voice level, you can tune the loudnest®ibice.

If voice is off, you cannot adjust this item.
For the button voice, you can turn it on or offitifs on, you can hear sound button for everydsufiressing.

_'t. f"s\t}"’ 4,
11.2.2 Advanced Setting "'1-55

In advance setting, we can tune the more impoaantments for the fingerprint machine.

i;%?[Advanced]
ki
daF Verify Mode FP|RF|IPWD
Manager count 0-10
iy
&= Touch Sensor YES/NO
@@Sensor Adjust

-
Gﬁ Firmware Upgrade
“* Restore Factory Settings

L

Clear GLog

v

Clear SLog

Thal

Clear Enroll Data

'[L] OK: Select, ESC: Back




The first item is verification mode. When you chedp/card/pwd, user can do verification by eithetmod. When
you choose fp+pwd, user needs both fp and inpyiastword for verification. Options include fp/rfigwrf+fp,

fp+pwd, rf+pwd, fp+rf+pwd.

The second item is number of administrators. Yoo select from 0 to 10. The default value is 5. Toany
administrators will cause security problem. So, yeed to trade off between convenience and security

The third item is turning on or off for “touch sems When “touch sensor” is on, the fingerprint senwill be off
after a time interval of idle. When you press ybinger to the fingerprint sensor, it will be on antatically. This is
to extend the life of the fingerprint sensor.

The fourth item is sensor adjust. When you sel@stitem, the sensor will adjust itself to the emtrlight intensity
to give the most accurate sensitivity. When yod fimat the fingerprint sensor is not sensitive gmpyou can select
this item to adjust the fingerprint sensor.

The fifth item is firmware upgrade. When necessgoy can use USB drive for upgrading the firmwayealdding
more functions or debug of it. For example,you sain23:05:10 as the auto power off time.

The sixth item is “Restore Factory Settings”. Ifas restoring all the setting to the factory défamlue. It will not
affect the enrollment data and the in out traneacti

The ninth item is to delete all enrollment data.d@eeful in using this item as deleted record cabeaestored. The
8" item is to delete all management log records. Wthenrmanagement log records are near full, youusanthis
item to delete all management log records.

E
11.2.3 Power Management

In power management, we can change the machinenarguelated to power of the machine.

E [Power Management]
Eﬂ Ring Settings >
Er,.él Ring Count NO/*times
!H'J_TR Schedule >
""J::jldle >
Power off YES/NO
@Powerkey lock YES/NO
) ok: Select, EC:Back

The first item is “ring settings”. You have maximwhl2 times in a day for setting the bell to rifidnis setting can
also be implemented through the attached attendaftveare.
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Ring Settings: (12 set9

1 00:00 Disable
2 00:00 Disable
3 00:00 Disable
4 00:00 Disable

00:00 Disable

The second item is the “ring count”. It is to d& humber of times for the bell to ring. The alltWearange is from 1
to 255. If you set the ring time but keep the raugyint in zero, the bell will not ring. In order ftre bell to ring at
specified time, the ring count should be >= 1.

The third item is “TR Schedule”. In here, you cat %0 time zones for different verification statitiere are 6
status for choosing. They are dutyon, dutyoff, tuezon, overtimeoff, goouton and gooutoff. When ymwnload
data from the machine, the in out transaction Hégandicating what status the record is.

TR Schedule (10 sets)

1 08:00 11:59 DutyOn
2 12:00 13:00 DutyOn
3 00:00 00:00 DutyOn
4 00:00 00:00 DutyOn
5 00:00 00:00 DutyOn
6 00:00 00:00 DutyOn
7 00:00 00:00 DutyOn
8 00:00 00:00 DutyOn
9 00:00 00:00 DutyOff
10 00:00 00:00 DutyOff

The fourth item is idle setting. It consists ofub#ems — power off and sleep. You can set numberitutes in idle
time for power off of the machine or going intoegpemode. When the machine goes into sleep mode;gmeither
press finger at the fingerprint sensor or presskanton in the keypad to wake it up. If machine hasn powered
off, you can press the power button to switch agdin.

i

I [idle]
Poweroff NO/9999min
Sleep NO/9999min

'[-LI OK: Select, ESC: Back
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The fifth item is power off. You can use this itéonset a time for the machine to power off autoozeity.

You can input the time up to second. The defauitesz&s no power off schedule.

The last item is “powerkey lock”. Normally, you cawitch on or off the machine through the power. kiyou set
the “powerkey lock” to yes, you cannot switch dfétmachine by power key although you can use sintibch on
the machine. If that is the case, the only wayftdh@ machine is to unplug the power adaptor. Witenfingerprint
machine is used for access control, we will turrtten“powerkey lock” to prevent the shut down o thachine by
mistake or out of malice.

11.2.4 Communication Setting " ===

It is to change the configuration of the fingerpmimachine for communication with the computer saftv First of
all, we need to know what kind of physical commatiin is using.

L]
7" [CommSet]

gBaudrate 115200bps

mDevice ID 1 -

F e v == [TCPIP]

ERS%S Use YES/NO @IPAddress 192.168.1.224

ﬁQCommPassword YES/NO mSubnet Mask 255.255.255/0

(1) ok: Select, ESC: Back ﬁDefGateway L et g
~ZDHCP YES/NO
" Port 5005
) ok: Select, ESC: Back

This fingerprint machine can have communicatio ©P/IP, USB cable and RS485. For network, we needfig

the item TCP/IP which consists of IP address, subresk, gateway, whether use dynamic IP allocadioth port

number. If you have set port forward in your routar external PC to connect to internal fingerprimchine, you

need to set the gateway IP address. If your netivaskDHCP server, you can turn on the dynamicltaion for
14



getting a dynamic IP address from the DHCP sefveg. port number acts like a mobile phone numbechvhisten
for requesting service.

i

( Router

~ y
ﬂ/ Internal IP:
192.168.0.1

Port forward

A 4

Fp O
machine

For RS485 communication, we need turn it on or\dffien it is on, we need to set the baud rate. Eif@udt value is
115 200. Sometimes, we need to decrease the b#&mdoragetting stable in data transfer especialhew the
distance is very long. The standard RS485 cableahamximum of 1000 meters. Normally, we seldom have
distance of over 200 meters as it will seriouslgrdase the data transfer rate and stability.

The final parameter is communication password tbiprevent the communication from other persarnilly, we
will change the communication password in the firae using.

15



10.2.5 LogSetting B

10.2.6 Access Control

Access control is to set the parameter in contiglthe door opening. The first parameter is timeezeetting. Time
zone means a period with an in time and an out fithe fingerprint machine has 50 time zones fdirgptFor each
time zone, you can set the infout time for Mondagtinday and holiday.
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Time zone (50 sets)

Time zone Day of week | Time range

1 Sun 00:00-23:59
Mon 00:00-23:59
Tue 00:00-23:59
Wed 00:00-23:59
Thu 00:00-23:59
Fri 00:00-23:59
Sat 00:00-23:59
Holiday 00:00-23:59

2 Sun
Mon

In user access control, we can assign time zoeadb user. Each user can have a maximum of 5 timesz When
more than 1 time zone is assigned, the time zomesddlitive. For example, we have time zone 1 and 2

Time zone Day of Week Time Range
1 Mon 9-18
2 Mon 19-23

When user 11 is assigned these 2 time zoneslibised to get in on Monday, 9-18 and 19-23.

When you do the assignment, you need to input ger WD first. After that, you can input 1 to 50 &mone to the 5
user time zone.

Input User ID
UserID 190000001
OK CANCEL

[User Timezone]-User ID 00000001

Timezonel 1~50
Timezone2 1~50
Timezone3 1~50
Timezone4 1~50
Timezone5 1~50

'[-.I) OK:Select, ESC:Back
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Lock relay time is to set the time for door to opgmen an user pass verification.

Pass verification Door opened

Lock relay time

When you connect your fingerprint machine to a dsmmrsor for detecting the door opening status,ngmd to tell
the machine which type of door sensor you are udihgre are normal open type and normal close type.

Open door alarmis the time for the door keeping opened which gallise the alarm to fire. This is to prevent some
one follows an authorized person to get inside.v@®n one gets in, the door must be closed witkitamn time
interval.

»
| i

Door opened Fire Alarm
Door opening time

Duress fingerprint is the alarm triggered by duress fingerprint. Wisemeone is forced to get in, he can use a
predefined duress fingerprint for triggering tharal. So, user need to enroll at least 2 fingerpri®ne is normal
and the other is set to duress fingerprint.

We can turn on/off the antipassback. It is usednwve have 2 fingerprint machines connected togetbee is
outside door and the other is inside.

When 2 machines are connected together they ugmmdefor communication. Wiegand has 2 formats. Sriz6
bits and the other is 34 bits. 26 bits have maxinofi2b5 doors for controlling. Normally 26 bit is@ugh.

oy

10.2.7 Self Test  ~

It is used when you find the machine has problemisimg. For example, you press a button in keyp#lowt
response. Then, you try to run the self test tovefeether the keypad has problem. You can eithératehardware
components or just a component. The componentcémbe chosen are memory, LCD display, voice efipdnt
sensor, keypad and real time clock.

18



Oy [Self Test]

Al Test All >

o Memory
. LCD

@ Sound

F Sensor

&J Keyboard
“RTC

@ OK:Select, ESC:Back

10.3 USB Flash disk management
It includes a list of items for download/upload al&b/from a usb flash disk. Through this menu, &e download

enroll data (all or by user id) to the usb flasskdiThe enrollment file is encrypted which cannetskeen by opening
it. It can only be read by other fp machines. Alse, can download all/part of management log retordsb flash

drive. The management log file is just a text fifeu can view it through common editor such as pade First of all,
we can download all in/out transaction or by a eaafy?7??.

The in out transaction can be read by the attaaltedd software to record the verification recdrde file is in a

text format which can be read by common editor.

In system inquiry, there are system info, devide @mnd advanced inquiry. In system info, you caedustatus of

different figures.

[ USB Disk]

¥ Download GLog

¥ Download All GLog
" “Download SLog

" “Download All SLog

w Download User Info
{rUpIoad User Info

'L!J OK:Select, ESC:Back

For example, you can find the using of fingerptemplate is 1/1000. It means the total fingerprémhplate in the
machine is 1000 and 1 template has been used.

In device info, we can check the manufacturing dségial number, manufacturer, device firmware natdewice
model, fingerprint algorithm and firmware versidie most important is the serial number. It isrff@intenance by
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the vendor. The fingerprint algorithm is useful fdrecking whether the fingerprint is compatiblehnibhe other
fingerprint model.

In advanced inquiry, we can use different inputecia to inquire record of in/out transaction, ngement log and
enrollment.

10.4 Sys Info
The fourth item in the main menu is system infoioratHere, you can check the memory, device inféionaand

do advanced searching of enroliment and verificatécords.

ft%f"”[Memory]
2r—2a 3y

(#) oK: Select, ESC:Ba

10.4.1 Memory

For example, you can find the using of fingerpterhplate is 1/1000. It means the total fingerpt@mplate in
the machine is 1000 and 1 template has been used.

4 = [Memory]

ﬂ;-‘User 1/1000
Fingerprint 1/1000

% Password 1/100d

“Jipcard 1/1000
GlLog 47/100000

"v:f"'Slog 48/10000

1) OK:Select,ESC:Back

10.4.2 Device Info

In device info, we can check the manufacturing dségial number, manufacturer, device firmware nadewice
model, fingerprint algorithm and firmware versidrie most important is the serial number. It isrff@intenance by
the vendor. The fingerprint algorithm is useful fdrecking whether the fingerprint is compatiblehnibhe other

fingerprint model.
20



-
42 [Device Info]

@Release Date 2011-01-08

theriaI Number SB2960-00001L
- Manufacturer

.ﬂ Product Name SB298p

fhf Product Type TR/AC

“=¥Engine \ersion SmackFinger v3.0

“®E/W Version SB2960 v1.0

'LL]' OK:Select, ESC:Back

10.4.3 Advanced

In advanced inquiry, we can use different inputecia to inquire record of in/out transaction, ngement log and
enrollment.

¥

\KA [Advanced]

GLog View v
r'h.
" Slog View v

@Enroll View v

ILEJOK:SeIect, ESC:Back

12. Question and Answer

12.1 Some users have fingers which cannot be veeidi.

It may be due to fingerprint polished, fingerprint having many folds or fingerprint with severe peeling.

The solution is to delete the fingerprint and enroll other fingerprint. A person will hardly have all 10 fingerprints
failure in enrollment or verification. Besides, the fingerprint machine has 1:1 matching method. These users can be
change to 1:1 verification instead. 1:1 method 1s to input user id first and then press fingerprint. The matching will be
easier.
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12.2 Fingerprint machine cannot be communicated.

First of all, check whether the software com port 1s equal to the computer com port. To check the computer com port,
right click the icon “my computer” and select “manage” . In Left panel, select “device management” and
explode the right panel “com and Ipt” . Check the com port number.

Also, check whether the baud rate in the machine and in the software are the same.

Besides, check whether the fingerprint machine 18 powered on.

The device number of the machine must also match the one input in the software.

Finally, we can check whether the connected cable and converter is normal. For the connected cable, we can use cable
tester to test whether it 1s normal. For the converter, we will swap a good converter for testing. Sometimes, the
computer com port may be out of order. We will use a com-to-usb converter and use usb port instead.

12.3 When fingerprint machine is turned on, the LCDdoes not have display or just half of the
screen have display.

Try to swap a new LCD to it and see whether the problem i1s fixed. If it can, it means the LCD has problem. If it still
cannot display normally, the main board may have problem. Then, we can swap the problem LCD to another machine
and see wether it works.

12.4 How to clear the administrator

Sometimes, we cannot access to fingerprint machine menu because it requires administrator verification. The
administrator may have left. We can use the attendance software to clear the administrator. It will change the
administrator user to normal user. It is found in download module - clear admin.

12.5 When communicating with the fingerprint machire using serial cable (RS232 or RS485) by
computer, it has sound of “dah dah”.

It may be due to the difference in baudrate between machine and software. If the communication 1s using RS485, the

2 pin TX+and TX- may need to exchange in position or the 2 pins may be short.

12.6 When switch on the fingerprint machine, it hasvoice of “please press finger again
repeatedly”.

The fingerprint sensor may be dirty. Use some alcohol to clean it.

Or, the fingerprint sensor cable 1s loose. Dismantle the machine and check for it.

Finally, 1t may be due to the chip set of the main board. In this case, the board needs to take back to vendor.

12.7 When using serial cable for communication, domload the enroll data from the fingerprint
machine but not data.
Decrease the baud rate and try again. Remember to decrease both the fingerprint device and the software.

12.8 When using TCP/IP, can download few days datiiom remote site. When download 2
weeks’ data, the download fails.
It 1s due to the timeout of the router too short. Extend the time out of the router and try again.

12.9 When the fingerprint machine is hooked on thevall, a large proportion of users cannot
enroll or do verification. It is normal when the machine is put in another area.
As the fingerprint sensor is using optical image algorithm, strong light is shining on the fingerprint sensor, the

performance will be degraded a lot. Try put in an area with less strong light.
22



13. Appendix

13.1. Tip for pressing fingerprint

The heart of fingerprint heart must be in center of fingerprint head.

correct

Wrong — the angle is too high Wrong- too far way fom centre

Wrong - tilt Wrong — too low in position

13.2. Power Supply

This fingerprint machine has a free power adagiest connect the adaptor to 220V AC Power and thlegdaptor
head to the fingerprint machine. Then, press théd@on and the machine will be turned on. By fiirae, the
machine is in stand by mode. You can do enrollmengrification.

13.3. Communication with Computer
We can communicate with the fingerprint machinebmputer software through 3 methods
USB Cable
RS485 Cable, the default baud rate is 115,200Wp<an use Category 5e cable to replace rs485.cable
RS485 cable has a maximum distance of around 20@sne
Ethernet
For Ethernet to work, the machine must have ardtRess. The network part of the IP address mutiidoeame as
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that of the computer
e.g. computer IP :192.168.0.100, fingerprint hiae IP: 192.168.0.224
The first 3 numbers represent network. They mushbesame.

For the connection of fingerprint machine with cartgy directly, we need an Ethernet 10/100 Base-T
cross cable. For connection of them through hulbééwiwe need Ethernet 10/100 Base-T straight
cable.

13.4. RJ45 Socket Pin Definition

Pin Function
1 TCP---TX+
TCP---TX-

1 8
TCP---RX+ [mm
NULL
GND

TCP—RX- ﬁ

1 & Bottom

Top

RS485B
RS485A

oo 3 O MWD
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13.5 Wiring diagram for ON-FP8032, push button ancelectric lock.

ON-FP8032 with built in opening door, it can be conected to the electric lock and push button for aaess control application.

ON-BUTTON-07  ON-RELAY
Push button Relay ON-1101
; EM Lock

ON-FP8032
Fingerprint

UNEY 3y

TROD  uasany

SN daauny
— s aFung

+ATL M 254

LBlie  KULL Rt T 3 Diode
2lreen DSen
. v | Olrange W.O.
Bleck  Exit Yellow COM.
4 Red Data 0 Chiven W
5White  Dhata | 7

G.Urange Lock ML), E

FNellow  Leck N.C. Fower supply lor

KPumle  lock {00 M 00K

9Cray AbmNO. W L __. it

1) Brown Alarm COM. o Be 2y

1. ted G D—__ Fuver sipnly for i -
OR-FTENEE

FEirmnge Powe € DG ] b

J -
>4 Suppert twe ways of power supplying:
LConmect o ON-FPEC32 DO power input jack] Default)

I.'._,E.rlmflg:l o power supply DC 9V--12V. (FIC. 1)

+
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13.6 External Bell Connection

Alarm output

ﬁﬂllllﬂ“”ﬂlﬂ

1.Blue NULL
2.Green DSen
3.Black Exit

4 Red Data 0
5.White  Datal
6.0range Lock N.O.
7.Yellow Lock N.C.
8.Purple Lock COM.
9.Gray  Alarm N.O.
10.Brown Alarm COM.
11.Red GND
12.0range Pow

13.7 Configuration for ON-6750V, ON-FP8032, Push kiton and Electric lock

If you use Our Pongee Software originally, yblike to make access control record by
fingerprint. You can use ON-FP8032 fingerprint Wdag signal input to our Pongee controller for

integration application.
Configuration

Software
ON-ADV-E-ELE

ON-R2R5
RS232 / RS485
Convarter

= TCPIP

R5-485

PC USE
............ TCP/IP \«ﬁ;
RS-232
ON-UR
RS-435 USE | RS485
Wire | Converter
E TI T T TTT] V\ﬁegand
USB
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ON-6750V oo

diEEEEE..

| Electric lock
Push button

Electric lock
Push button

: 00~31 (Up to 32 pes)

ON-6750V Wiegand

e Lt LTl

Electric lock
Push button



Wiring
ON_ATSOV ON_ATS0V ON-FP8032 Fingerprint

— gt

; g
1 | w10 HINTL
= = [{™ven N&er
P | LIE S T s
H ARet  Did
E = S hie  Daicl
= [l Tk
=T | Rt L RTH SN
w5 Lock 0,
1Pl - _L'.Ii: {-_:ia} m;_.qhiww.l.r Ceiag catpu —
inncrtiee section F (1 ST
= i ey
E 124 pins in BS-232 inlecics
129 pins in open-collecror incerface CHERELAY CLLHDL OREE RO
EI T : * Helay I Laack . Push builom

-8 pims comnaizhor For commumicarsae sl
nlanm cutput
129 pins conmator For woeosy poTt
J4-3 pine commector for tamper switch ourmir
TE=Toaner ans seleerion for svicimal reade
e Pvwur aut seleston e exlerms L render
{apline) J24P Rige
(For pover input and aceess functions)

Eprrrerr———

N+
BRI

L

ANLE IR
KR
kR
g Kweapy
LaT Mgy

iy W

KIML PR

AL

2
ﬂ‘ i
=
] -
 —
= 1A 40T

1234567ED —hul % i |
hange KA
5 ity
L, (R 'f-me“ 12V B apul [I'-’.'.'.-'rl G
Lillacks - (e b R-_'M’
3. (Beam) ‘N“l;"’ QR A | COM. S I PR
A 1.—.—;.&1&}.1 [, B i ac e
Sivellemy 20 SMclav A 1ML = =
L iirezn Lxix push butiom =3
T.iFhme) Exor Mauratar

i Puralad “_"._E_l SecLwine sesar
UL 151 —— 5, T Pt
TRE-T4E nr Qi cnlleeneg
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